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I. INTRODUCTION

A. PRESENTATION

Les réseaux envahissent actuellement nos moyens informatiques. Nos PC se dotent de cartes ETHERNET leur permettant de rejoindre les stations de travail et les minis dans un réseau complexe de communications où cohabitent une multitude de protocoles : TCP/IP, modèle OSI, DEC/NET, autant de termes mystérieux.

Cette présentation a pour but la définition des concepts utilisés dans les réseaux locaux (LAN) qui sont en grande partie communs avec ceux des réseaux distants.

B. DEFINITIONS, ABREVIATIONS ET SIGLES

DSAP : Destination Service Acces Point

FDDI Fiber Distributed Data Interface , réseau fibre optique

LAN : Local Area Network, réseau local

LAP : Link Access Protocole

LLC : Logical Link Control

LPDU : Link Protocol Data Unit

LSDU : Link Services Data Unit

MAC : Medium Access Control

OSI : Open System Interconnection, modèle normalisé par ISO organisant le réseau en couches.

PDU : Protocol Data Unit

SDU : Service Data Unit

SSAP : Source Service Acces Point

Protocole (N): ensemble de règles et de formats (sémantiques et syntaxiques) déterminant les caratéristiques de communication des entités (N) lorsqu'elles effectuent les fonctions (N). La gestion de protocole est effectuée à l'aide de Protocol Data Unit

C. DESCRIPTION GENERALE

Toute solution réseau qu'elle soit propriétaire ou non est bâtie sur un modèle en couches.

Chaque couche X travail sur des unités de données de service (XSDU), y ajoute en préfixe et en suffixe les informations liées au protocole pour former les unités de données du protocole (XPDU). Elle n'utilise que les services de la couche inférieure.

ISO a normalisé un modèle appelé OSI (Open System Interconnexion). Les solutions propriétaires deviennent peu à peu conforme à celui-ci. Même les solutions non conformes se réfère souvent au modèle OSI en se déclarant équivalents à telle ou telle couche.

Nous baserons la présentation sur ce modèle qui n'est pas spécifique du réseau local.

Ce modèle comporte 7 couches :

AUTONUMOUT
 : physique : moyens mécaniques, électriques, fonctionnels et procéduraux pour transmettre les bits entre deux points.

AUTONUMOUT
 : Liaison : établissement, maintien et libération de la communication entre deux points par trame. Un certain niveau de correction d'erreur est assurée.

AUTONUMOUT
 : Network/réseau : routage, tri des paquets.

AUTONUMOUT
 : Transport : transport fiable et optimisé (en temps ou en coût) de messages.

AUTONUMOUT
 : Session : ensemble des moyens nécessaires pour organiser et synchroniser les dialogues et échanges de données par transaction.

AUTONUMOUT
 : Présentation : adaptation des données de façon à ce que les systèmes hétérogènes puissent communiquer tout en utilisant des formats de représentation différents.

AUTONUMOUT
 : Application : cette couche offre les services directement exploitables par l'application :

. transferts.

. allocation de ressources.

. intégrité ou cohérence des données accédées.

. synchronisation des applications coopérantes

...

Le standard IEEE 802 s'est attaché à préciser les couches 1 et 2 du modèle OSI en proposant une implémentation particulière basée sur 3 sous-couches :

SYMBOL 183 \f "Symbol" \s 10 \h
contrôle liaison logique (LLC)

SYMBOL 183 \f "Symbol" \s 10 \h
contrôle d'accès au médium (MAC)

SYMBOL 183 \f "Symbol" \s 10 \h
signal physique

II. LES COUCHES DU RESEAU

A. LA COUCHE PHYSIQUE

Indépendament des problèmes de propagation du signal, on analyse la couche physique en quatre fonctions :

SYMBOL 183 \f "Symbol" \s 10 \h
le cablage : connexion, adaptation

SYMBOL 183 \f "Symbol" \s 10 \h
 la modulation/démodulation, transformation du 0 ou 1 en niveau de tension, modulation, ...

SYMBOL 183 \f "Symbol" \s 10 \h
le codage/décodage : système de reconnaissance des bits malgré l'absence d'horloge commune

SYMBOL 183 \f "Symbol" \s 10 \h
la sérialisation/désérialisation : transformation des mots en bits.

Les répéteurs permettent de ré-amplifier le signal et éventuellement de le transférer entre des segments utilisant des solutions physiques différentes (coaxial, fibre optique, paire torsadée, etc). Les répéteurs ne filtrent pas et sont inconnus du réseau.

1. Cablage

Plusieurs supports sont utilisables :

SYMBOL 183 \f "Symbol" \s 10 \h
la paire téléphonique : faible coût, déjà cablé, mais sensible aux perturbations, limité à un utilisateur par ligne, facilement espionnable. (ex STARLAN d'ATT norme 1BAS1 1Mbits/s)

SYMBOL 183 \f "Symbol" \s 10 \h
le cable coaxial ou la paire torsadée : usage courant, sans répéteur sur de courtes distances, mais sensible aux perturbations. Utilise des technique en simple bande (boucle de courant ou boucle de tension) ou largue bande (modulation de fréquence)

SYMBOL 183 \f "Symbol" \s 10 \h
le cable optique (modulation d'amplitude): plus rapide 

2. Topologie du réseau

Plusieurs topologies de réseaux existent :

SYMBOL 183 \f "Symbol" \s 10 \h point à point :

SYMBOL 183 \f "Symbol" \s 5 \h
boucle simple

SYMBOL 183 \f "Symbol" \s 5 \h
double boucle

SYMBOL 183 \f "Symbol" \s 5 \h
chaine (plusieurs doubles boucles)

SYMBOL 183 \f "Symbol" \s 5 \h
totale 

SYMBOL 183 \f "Symbol" \s 5 \h
en étoile

SYMBOL 183 \f "Symbol" \s 10 \h multipoint

SYMBOL 183 \f "Symbol" \s 5 \h
irrégulier

SYMBOL 183 \f "Symbol" \s 5 \h
voie globale simple ou multiple

3. Codage/décodage

Un premier bit (start bip) permet de caler le démarage d'une transmission, mais le récepteur doit ensuite analyser le signal reçu pour essayer d'en déduire la base de temps de l'émetteur.

Les codages ont pour but d'introduire suffisamment de transitions pour que le récepteur puisse synchroniser sa base de temps sur l'émetteur.

a) NRZ (Non Retour à Zéro)

Sur une faible longueur (huit bits) on peut s'affranchir de technique de codage, en ajoutant simplement des bits de terminaison (stop bit).

b) NRZi (Non Retour à Zéro inversé)

On applique les translations :

AUTONUMOUT
-> 01 (passage à un sur deux 0 consécutifs)

AUTONUMOUT
-> 1111110 (ajout d'un 0) sur six 1 consécutifs

c) biphasé ou Manchester

On insère une transition au milieu des bits (biphasé simple), en inversant le sens après chaque 0 (biphasé différentiel), en inversant les sens sur deux bits consécutifs identiques (différentiel Manchester)

d) 45/4B

Ce code utilisé par les réseaux FDDI, utilise 5 bits pour en coder 4 (plus 8 codes de contrôle), guarantissant des transitions dans chaque valeur.

4. Sérialisation/désérialisation

Cette étape comporte souvent des fonctions de détection, parité ou mieux CRC.

B. LA SOUS COUCHE  MAC DE LIAISON

La couche MAC (MEDIUM ACCESS CONTROL) est destinée à régler les conflits d'accès entre abonnés.

Les normalisations MAC ne sont en général pas compatibles entre elles, ce sera à la couche LLC de masquer ces différences pour respecter la couche liaison du modèle ISO. 

Les normalisations MAC sont associées à une ou plusieurs normes physiques qui sont compatibles entre elles via des adaptations.

Voici différentes solutions de contrôle du médium dont les deux premières sont hors du modèle MAC/LLC.

1. Contrôle centralisé par polling

Un contrôleur attribue le droit d'emettre (DIGIBUS, 1553B, IEEE488). Le risque introduit par le contrôleur unique peut être compensé par la prise de relais d'autres unités en cas de silence prolongé du contrôleur en titre.

SYMBOL 183 \f "Symbol" \s 10 \h
protocole 1553B de type commande/réponse sur initiative du contrôleur et par bloc de 32x16bits maximum, débit 1 Mbits/s, code Manchester différentiel, distance max 400 m.

SYMBOL 183 \f "Symbol" \s 10 \h
protocole Factory Instrumentation Protocol pour réseau de capteurs de type prédéfini, le contrôleur donne un label, l'emetteur et les récepteurs reconnaissent le label et utilisent le bus. Débit de 50 kbits à 1 Mbits/s

2. Réservation statique TDMA

Le système Time Division Multiplexing Access consiste à découper l'occupation du bus en tranche de temps.

3. MAC Norme IEEE 802

La norme IEEE 802.1 donne les fonctions de gestion du réseau.

La norme IEEE 802.2 décrit la couche liaison de données.

Les normes suivantes donnent des solutions conformes aux deux premières suivant les technologies :

SYMBOL 183 \f "Symbol" \s 10 \h IEEE 802.3 : protocole CSMA-CD Ethernet

SYMBOL 183 \f "Symbol" \s 10 \h IEEE 802.4 : protocole à jeton sur bus

SYMBOL 183 \f "Symbol" \s 10 \h IEEE 802.5 : protocole à jeton sur anneau

SYMBOL 183 \f "Symbol" \s 10 \h IEEE 802.6 : réseau local urbain (en cours de d'élaboration)

A chacune de ces normes est associée plusieurs normes au niveau de la couche physique.

Les ponts filtrant interviennent de façon transparente dans la couche liaison pour décharger un réseau ou un segment du réseau de la charge extérieure. 

SYMBOL 183 \f "Symbol" \s 10 \h  Ils sont transparents mais adressable pour la gestion au niveau MAC.

SYMBOL 183 \f "Symbol" \s 10 \h  Ils peuvent réaliser une adaptation en vitesse.

SYMBOL 183 \f "Symbol" \s 10 \h  Ils peuvent interfacer des médiums différents.

a) adressage

Un abonné distingue la trame qui le concerne par un champ adresse de format court (16 bits dérivé de l'HDLC) ou long (48 bits).

Cette adresse peut être locale (attribuée par un administrateur local) ou universel (attributée par un organisme internationnal)

Suivant la solution, cette adresse peut être logiquement découpée (ex anneau).

b) collision

Dans ce type de protocole, chaque abonné vérifit qu'il y a pas de trame en cours sur le bus et emet ensuite. En fonction du temps de propagation et de la charge du réseau, il n'est pas rare qu'il y ait plusieurs emissions simultanément. 

Il y a alors interférence détectée par relecture et tous les emetteurs cessent les envoies.

En cas d'occupation, l'ajournement peut être réglé comme un conflit(non persistant), avec attente de libération (1 persistant), avec attente aléatoire (P-persistant), avec attente fonction de la priorité (fixe, tournante, fonction de la charge)

En cas de conflit l'attente est aléatoire suivant une distribution uniforme (non adaptative) ou variable (adaptative) en fonction d'un historique ou de la programmation.

4. Ethernet CSMA-CD (IEEE 802.3) 

(Carrier Sense Multiple Access with Collision Detection, origine XEROX)

Caractéristique du réseau Ethernet :

SYMBOL 183 \f "Symbol" \s 10 \h
détection des conflits par détection d'interférences
,

SYMBOL 183 \f "Symbol" \s 10 \h
ajournement 1-persistant

SYMBOL 183 \f "Symbol" \s 10 \h
réglement des conflits adaptatif suivant  une loi exponentielle binaire dont la moyenne double à chaque répétition du conflit (BEB)

La trame est constituée de :

SYMBOL 183 \f "Symbol" \s 10 \h
préambule de 7 octets à 0xAA pour synchronisation des horloges

SYMBOL 183 \f "Symbol" \s 10 \h
SDF à 0xAB de début de trame

SYMBOL 183 \f "Symbol" \s 10 \h
adresse source (2 ou 6 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
adresse destination (2 ou 6 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
longueur des données utiles LLC (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
les données utiles

SYMBOL 183 \f "Symbol" \s 10 \h
octets de bourrage

SYMBOL 183 \f "Symbol" \s 10 \h
CRC sur 32 bits sur les données utiles

5. Ethernet CRCD (IEEE 802.3D)

Cette variante du CSMA-CD utilise un système
 déterminisme de résolution des collisions qui garantit le délai de transmission :

SYMBOL 183 \f "Symbol" \s 10 \h
chaque station mémorise l'arbre binaire de l'ensemble des stations.

SYMBOL 183 \f "Symbol" \s 10 \h
sur collision, les stations situées sur la moitié supérieures de l'arbre font une nouvelle tentative, les autres attendent. Cette étape est répétée récursivement par découpage dichotomique jusqu'à ce qu'il n'y ait plus de collision

SYMBOL 183 \f "Symbol" \s 10 \h
sur transmission du message ou si personne n'émet, le groupe en attente tente à son tour de transmettre suivant la stratégie du point 2.

Ainsi pour N stations, il y a au maximum ln(N)/ln(2) collisions, et N tranches (vides ou pleines) de transmission.

Elle est donc utilisable dans des réseaux temps réels à faible nombre de stations.

Il est compatible du CSMA-CD mais il perd alors son déterminisme.

A faible charge il est équivalent au CSMA-CD, et à forte charge il fonctionne comme un multiplexage temporel asynchrone.

Il est utilisable en trois modes :

SYMBOL 183 \f "Symbol" \s 10 \h
général

SYMBOL 183 \f "Symbol" \s 10 \h
périodique, sur collision les stations emettent ou restent silencieuses dans l'ordre de l'arbre

SYMBOL 183 \f "Symbol" \s 10 \h
mixtes : certaines stations n'utilisent qu'une position fixe comme dans le mode périodiques, les autres fonctionnent en mode général.

6. Token-bus (IEEE 802.4)

Un anneau virtuel est constitué, chaque station a alors un seul prédécesseur et un seul successeur. Le jeton circule sur cette anneau virtuel.

Le protocole normalisé comporte les caractéristiques suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
délégation temporaire du jeton au récepteur pour réponse immédiate

SYMBOL 183 \f "Symbol" \s 10 \h
réparation automatique de l'anneau en cas de perte d'une station

SYMBOL 183 \f "Symbol" \s 10 \h
incorporation automatique des nouvelles stations par scrutation périodique

7. Token-ring (IEEE 802.5)

L'anneau est cette fois-ci physique, il peut être fiabilisé par un chainage à deux sens.

La version IBM utilise en fait une structure étoile qui permet à un site central d'exclure ou d'incorporer les stations dans l'anneau.

Le protocole normalisé comporte les caractéristiques suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
chaque message fait un tour complet. Lorsque la station emettrice reçoit son message, elle transmet le jeton à la station suivante.

SYMBOL 183 \f "Symbol" \s 10 \h
les jetons sont marqués d'une priorité, ce qui permet à chaque station de prendre ou non le jeton suivant la priorité de son besoin.

8. RESEAUX RAPIDES

	Technologie
	100 base T

802.3u
	100 base VG

802.12
	Ethernet commuté
	FDDI/CDDI
	ATM

	Débit Mbps
	100
	100
	10..100
	100
	25..622

	Méthode

d'accès
	CSMA/CD
	Demand Priority Access Method
	CSM/CD
	Time Token Passing
	Commutation de cellule

	Position dans

le réseau
	Station, réseau fédérateur
	Station, réseau fédérateur
	stations, réseau fédérateur
	réseau fédérateur
	réseau fédérateur LAN/WAN

	Type de

cablage
	paire torsadée non blindée 3,4,5 Pt blindée type 1,

fibre optique
	paire torsadée non blindée 3,4,5 Pt blindée type 1,

fibre optique
	paire torsadée non blindée 3,4,5 Pt blindée type 1,

fibre optique
	paire torsadée non blindée 3,4,5 Pt blindée type 1,

fibre optique
	paire torsadée non blindée 3,4,5 Pt blindée type 1,

fibre optique

	débit théorique
	100
	100
	
	
	

	débit pratique
	20 à 60
	90
	
	
	

	longeur d'1brin
	200m
	1 km
	
	
	

	Nb max répét.
	1
	5
	
	
	

	diamètre max 
	200m
	2km
	
	
	

	Avantages
	Faible coût, évolution naturelle de l'ethernet
	Trafic multimédia, Dispo, pour ethernet et Token ring
	fonction avec l'existant, passerelle vers ATM
	Disponible, standardisé et bien documenté
	bande passante à la demande, très hauts débits, flux multimédia


a) FDDI fibre optique (ANSI X3T9.5)

En cours de normalisation ANSI, c'est une solution similaire à la norme 802.5 mais sur fibre optique.

Le protocole en cours de normalisation comporte les caractéristiques suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
pas d'attente que la trame ait fait un tour complet pour ré-emettre

SYMBOL 183 \f "Symbol" \s 10 \h
transmission synchrone pour les messages à flux régulier (partage du temps)

SYMBOL 183 \f "Symbol" \s 10 \h
transmission asynchrone pour les messages aléatoires utilisés dans les trous des transmissions synchrones, avec une gestion de huit classes de priorité

b) Ethernet 100Mbps

Pour rester concurenciel vis à vis du FDDI deux solutions à 100Mbps sont en cours de normalisation par IEEE

SYMBOL 183 \f "Symbol" \s 12 \h
100 BaseT IEEE 802.3 : 60 Mbps proposition de 3Com, Synoptics, SUN microsystems et LAN Media : évolution du protocole CSMA/CD, encodage selon la méthode de 5B6B au lieu de Manchester avec 4 paires torsadées. Des cartes mixtes devraient voir le jour.

SYMBOL 183 \f "Symbol" \s 12 \h
100VG IEEE 802.12 : 98 Mbps proposition d'HP et ATT plus éloignée de l'éthernet : pas de collision ni de partage de la bande passante, accès par priorité, cohabitation ethernet/token ring

c)   ATM

L' Asynchronus Transfer Mode offre une variété de vitesses (34, 45, 100, 155, 622, 2500 Mbps) et s'adapte à des technologies optiques du type Sonet ou SDH. La taille de la cellule est de 48 octets de données utils dans une cellule. La transmission de la vidéo est une application pour laquelle les performances de commutation et de transmission permises par ATM sont bien adaptée. En effet, la commutation ATM simplifiée ( l'adresse servant de repère à la commutation se trouvant dans l'en-tête de la cellule) peut être réalisée par des composants matériels sans impliquer de logiciels.

Toutefois pour les réseaux locaux, son coût font préféré la solution FDDI.

9. COMPARAISON DES

C. LA SOUS-COUCHE LLC DE LIAISON (IEEE 802.2)

La couche liaison est réalisée en réseaux distants par la fonction LAP (Link Access Protocole) B, C, D dans le monde X25, et par la norme IEEE 802.2 LLC pour les réseaux locaux.

La couche LLC (Logical Link Control) permet de réaliser l'émission et la réception des messages de la couche physique entre deux points en rendant transparentes les differences existantes entre les normes MAC.

LLC utilise la zone données des trames MAC pour y coder le type, les Services locaux de Source et de Destination des trames (SSAP et DSAP).

La couche LLC peut comporter trois niveaux de services :

AUTONUMOUT
: service sans connexion ni acquittement, 

AUTONUMOUT
: service sur connexion. A la connexion, des numéros de Points d'Accès au Service sont attribués aux stations sources et destinations (SSAP et DSAP). Les données échangées sont acquittées, leur ordre est vérifié, les erreurs et doubles sont détectés, un contrôle de flux est assuré.

AUTONUMOUT
: service datagramme acquité. Sur time out, un acquitement négatif est généré.

La couche LLC introduit dans le champs donnée de la trame les informations suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
DSAP (1 octet) (bit 0 : 0=unité 1=groupe)

SYMBOL 183 \f "Symbol" \s 10 \h
SSAP (1 octet) (bit 0 : 0=commande 1=réponse)

SYMBOL 183 \f "Symbol" \s 10 \h
CONTROLE (1 ou 2 octets) conforme aux codes HDLC

Les SAP désignent les services dont certains sont identifiés ou réservés par la norme ou les propriétaires (IBM), ex :

SYMBOL 183 \f "Symbol" \s 10 \h
Null SAP (couche MAC)

SYMBOL 183 \f "Symbol" \s 10 \h
LLC Sub-Layer Mgmt

SYMBOL 183 \f "Symbol" \s 10 \h
DoD Internet

SYMBOL 183 \f "Symbol" \s 10 \h
SNA Path Control

SYMBOL 183 \f "Symbol" \s 10 \h
... 

Le champ contrôle désigne le type d'échange suivant trois classes d'informations :

SYMBOL 183 \f "Symbol" \s 10 \h
LPDU non numéroté (8 bits)

SYMBOL 183 \f "Symbol" \s 5 \h
information non numérotée

SYMBOL 183 \f "Symbol" \s 5 \h
échange d'identification

SYMBOL 183 \f "Symbol" \s 5 \h
mise en mode asynchrone équilibré étendu

SYMBOL 183 \f "Symbol" \s 5 \h
...

SYMBOL 183 \f "Symbol" \s 10 \h
LPDU de supervision (service niveau 2, 16 bits)

SYMBOL 183 \f "Symbol" \s 5 \h
10


SYMBOL 183 \f "Symbol" \s 5 \h
SS :

SYMBOL 183 \f "Symbol" \s 5 \h
receveur prêt

SYMBOL 183 \f "Symbol" \s 5 \h
receveur non prêt

SYMBOL 183 \f "Symbol" \s 5 \h
rejet

SYMBOL 183 \f "Symbol" \s 5 \h
numéro de séquence en réception (7 bits)

SYMBOL 183 \f "Symbol" \s 10 \h
LPDU de transfert (16 bits)

SYMBOL 183 \f "Symbol" \s 5 \h
0

SYMBOL 183 \f "Symbol" \s 5 \h
numéro de séquence en emission NS

SYMBOL 183 \f "Symbol" \s 5 \h
numéro de séquence d'acquitement attendu en réception NR

1. protocol du service connecté

Le transfert débute par une connexion, et se termine par une déconnexion.

Le transfert s'opère suivant les lois suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
chaque station numérote de façon indépendante ses trames dans le champs NS

SYMBOL 183 \f "Symbol" \s 10 \h
chacun station indique dans NR le numéro de la trame attendue de la part de l'autre station

SYMBOL 183 \f "Symbol" \s 10 \h
l'emetteur emet ses trames numérotée sans attendre d'acquitement jusqu'à concurence de son tampon interne (<128 trames) en armant un timer. Le numéro de trame attendu NR reste constant tant qu'il ne reçoit pas d'acquitement

SYMBOL 183 \f "Symbol" \s 10 \h
le récepteur accepte la trame si elle correspond à son numéro de séquence attendu. Néanmoins, sauf s'il s'agit d'une trame de scrutation, il attend d'avoir une trame à emettre pour y glisser l'acquitement ou il attend un temps inférieur à celui du timer de l'emetteur pour renvoyer une trame vide d'acquitement.

SYMBOL 183 \f "Symbol" \s 10 \h
lorsque le récepteur acquite, l'emetteur sait que ses trames jusqu'à NS-1 ont bien été reçue.

SYMBOL 183 \f "Symbol" \s 10 \h
si le récepteur reçoit de numéro trop important, il en déduit que la trame attendue a été perdue, il envoie alors une trame de rejet en indiquant en NR le numéro qui n'a pas été reçu. L'emetteur reprend alors ses envoies à partir de la trame érronée.

SYMBOL 183 \f "Symbol" \s 10 \h
si le récepteur sature ses tampons, il retourne une trame non prêt en indiquant le numéro de la prochaine trame attendue. L'emetteur sait que les trames à partir de ce numéro ne sont plus acceptée, il les conserve dans son tampon, cesse de demander de nouveaux messages à l'application cliente et attend que le récepteur se déclare à nouveau prêt.

Ce protocole d'envoie sans attente d'acquitement immédiat et avec reprise depuis la trame erronée est appelé protocole Go back N.

D. LA COUCHE NETWORK

La couche réseau gère le routage des informations de liaison à liaison ou de réseau à réseau. Il peut donner accès aux réseaux longue distance. Ce service d'interconnexion hétérogène nécessite un service de nommage extérieur à celui des réseaux interconnectés.

Les répéteurs et les ponts filtrant relient les réseaux mais n'appartiennent pas à la couche réseau. Seuls les routeurs et les passerelles relève de la couche réseau.

SYMBOL 183 \f "Symbol" \s 10 \h
les routeurs (noeuds de commutation) assurent la liaison entre différents réseaux. Ce sont des stations qui permettent de sortir du réseau local. Ils sont indépendants du protocole.

SYMBOL 183 \f "Symbol" \s 10 \h
les passerelles (gateway) permettent de raccorder entre eux des réseaux de protocoles différents (ex ISO, SNA, TCP/IP, DecNET)

Le problème de nommage d'un abonné situé sur un réseau quelque part est résolu par un adressage composé de divers champs dont les premiers  fixés par la norme ISO 8348 :

SYMBOL 183 \f "Symbol" \s 10 \h
IDP : Domaine Initial

. AFI Autorité et ID Format

. X121 DTE

. F69 Télex

. Local ...

. IDI Identificateur de Domaine Initial

SYMBOL 183 \f "Symbol" \s 10 \h
DSP : spécifique du domaine (adresse 48 bits dans le cas d'un réseau local)

Dans le cas le plus large (X121) l'IDI est hierarchisé pour spécifier une adresse complète sur 16 demi-octets

AUTONUMOUT
.3
: pays

AUTONUMOUT

: réseau réservé, télex, téléphonique

AUTONUMOUT
.11 
: région

AUTONUMOUT
.14 
: extension locale

AUTONUMOUT
.16 
: réservé pour extension future

Deux services réseaux sont décrits dans la norme ISO 8348.

Le mode connecté permet :

SYMBOL 183 \f "Symbol" \s 10 \h
d'établir une connexion de réseau avec un autre utilisateur afin d'échanger des données,

SYMBOL 183 \f "Symbol" \s 10 \h
de transférer des NSDU sur une connexion de réseau

SYMBOL 183 \f "Symbol" \s 10 \h
de contrôler la vitesse à laquelle l'utilisateur distant lui envoie des données,

SYMBOL 183 \f "Symbol" \s 10 \h
de tranférer en option et séparément des NSDU express,

SYMBOL 183 \f "Symbol" \s 10 \h
d'utiliser un service de réinitialisation de connexion de réseau

SYMBOL 183 \f "Symbol" \s 10 \h
de configmer dans certains cas la réception de données,

SYMBOL 183 \f "Symbol" \s 10 \h
de libérer inconditionnellement la connexion de réseau

SYMBOL 183 \f "Symbol" \s 10 \h
la négociation sur le débit, le temps de transit pendant la connexion

Le mode non connecté permet :

SYMBOL 183 \f "Symbol" \s 10 \h
de délimiter et de transférer des NSDU de longueur arbitraire entre un NSAP source et un NSAP destinataire en un seul accès au service de réseau, sans avoir à établir et à libérer de connexion de réseau,

SYMBOL 183 \f "Symbol" \s 10 \h
certaines mesures de qualité établies entre le fournisseur et l'utilisateur source du service pour chaque transmission

SYMBOL 183 \f "Symbol" \s 10 \h
le choix d'une qualité de transfert en fonction d'accords préalables.

Il est possible de sélectionner les modes avec ou sans acquitement et "données express" qui permet de transgresser l'ordre normal de transfert.

1. Le service réseau sans connexion

Ce service permet un transfert de données indépendament des limitations des différents réseaux traversés lors du routage. 

Ceci peut conduire à fragmenter le message initial au fur et à mesure des limitations rencontrées, et à le ré-assembler au plus tard en destination.

Les données de la NPDU sont précédées d'informations nécessaire au routage dont les dernières sont optionnelles :

SYMBOL 183 \f "Symbol" \s 10 \h
identificateur du protocole réseau

SYMBOL 183 \f "Symbol" \s 10 \h
longueur de l'entête

SYMBOL 183 \f "Symbol" \s 10 \h
version du protocole

SYMBOL 183 \f "Symbol" \s 10 \h
durée de vie

SYMBOL 183 \f "Symbol" \s 10 \h
divers

SYMBOL 183 \f "Symbol" \s 5 \h
segmentation autorisée

SYMBOL 183 \f "Symbol" \s 5 \h
segment non terminal

SYMBOL 183 \f "Symbol" \s 5 \h
compte-rendu si segmentation impossible

SYMBOL 183 \f "Symbol" \s 5 \h
type donnée ou compte-rendu d'erreur

SYMBOL 183 \f "Symbol" \s 10 \h
longueur du segment (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
checksum (0=pas de calcul de checksum)

SYMBOL 183 \f "Symbol" \s 10 \h
taille et valeur de l'adresse destination LAD

SYMBOL 183 \f "Symbol" \s 10 \h
taille et valeur de l'adresse source LAS

SYMBOL 183 \f "Symbol" \s 10 \h
description segmentation

SYMBOL 183 \f "Symbol" \s 5 \h
Identificateur unité de donnée

SYMBOL 183 \f "Symbol" \s 5 \h
Offset du segment

SYMBOL 183 \f "Symbol" \s 5 \h
taille de la NSDU

SYMBOL 183 \f "Symbol" \s 10 \h
options, structure=code option+ln option+valeur

SYMBOL 183 \f "Symbol" \s 5 \h
bourrage

SYMBOL 183 \f "Symbol" \s 5 \h
sécurité

SYMBOL 183 \f "Symbol" \s 5 \h
routing (spécification de chemin)

SYMBOL 183 \f "Symbol" \s 5 \h
enregistrement du chemin

SYMBOL 183 \f "Symbol" \s 5 \h
qualité (délai, coût,...)

2. le service IP Internetwork protocol

Ce protocol est le plus utilisé au niveau 3. Il est normalisé DoD, utilisé dans ARPA, sa structure est similaire mais non conforme à la norme ISO 8473 en mode non connecté. 

Le format de l'entête est différent :

SYMBOL 183 \f "Symbol" \s 10 \h
version + longueur entête en double mots0

SYMBOL 183 \f "Symbol" \s 10 \h
type de service :

SYMBOL 183 \f "Symbol" \s 5 \h
favoriser le délai de transmission

SYMBOL 183 \f "Symbol" \s 5 \h
favoriser le débit

SYMBOL 183 \f "Symbol" \s 5 \h
favoriser la sûreté

SYMBOL 183 \f "Symbol" \s 10 \h
longueur NPDU (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
identificateur de segment

SYMBOL 183 \f "Symbol" \s 10 \h
indicateur segment + indicateur segment non terminal + déplacement dans NSDU (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
durée de vie

SYMBOL 183 \f "Symbol" \s 10 \h
protocole

SYMBOL 183 \f "Symbol" \s 10 \h
cheksum d'entête (2 octets) 

SYMBOL 183 \f "Symbol" \s 10 \h
adresse source (4 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
adresse destination (4 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
options (estampillage, sécurité, routage)

Il existe 3 classes d'adresses internet :

AUTONUMOUT
1à128.NNN.NNN.NNN réseau internationnal ARPANET

AUTONUMOUT
128.1.NNN.NNN à 191.254.NNN.NNN réseau national ou privé attribué par le DoD

AUTONUMOUT
192.1.1.NNN à 223.254.254.NNN réseau comportant peu de station attribué en FRANCE par l'INRIA.

Dans chaque réseau, seul la partie N est utilisable pour numéroter les stations. Les réseaux de classe C ne peuvent donc utiliser que 254 stations.

3. Le service réseau connecté

Le service connecté est rarement utilisé dans les réseaux locaux pour la couche réseau.

Le service le plus utilisé étant X25.

On note les caractéristiques suivantes

SYMBOL 183 \f "Symbol" \s 10 \h
les choix de routage sont effectués à la connexion.

SYMBOL 183 \f "Symbol" \s 10 \h
la connexion crée des circuits virtuels. Il peut y avoir plusieurs circuits virtuels ouverts entre deux stations

SYMBOL 183 \f "Symbol" \s 10 \h
pour distinguer les différents paquets d'un circuit virtuel, on associe des voies logiques aux paquets.

Il est possible de définir 4096 circuits virtuels dont les premiers sont permanents (communication sans ouverture de connexion) et d'autres dynamiques (numéros de voie logique attribués dynamiquement à l'ouverture).

4. la fonction routage

Les solutions de routage sont propriétaires non normalisées.

Le but est  :

SYMBOL 183 \f "Symbol" \s 10 \h
d'éviter la congestion,

SYMBOL 183 \f "Symbol" \s 10 \h
de contourner les circuits en panne,

SYMBOL 183 \f "Symbol" \s 10 \h
de travailler sans connaissance exhaustive de la topologie du réseau et de tous les noms.

Lorsque la structure des adresses est hierarchisé, le routeur peut exploiter cette caractéristique pour acheminer un message sans connaissance des derniers champs d'adressage.

Pour qu'un routeur sache quel réseau il peut atteindre via les réseaux auquel il a directement accès il est nécessaire de lui définir des tables lui indiquant ces informations.

Ces tables peuvent être centralisées ou locales au routeur. Des outils peuvent les générer.

Chaque routeur réalise des mesures sur ses possibilités :

SYMBOL 183 \f "Symbol" \s 10 \h
lignes ouvertes

SYMBOL 183 \f "Symbol" \s 10 \h
temps de traversée du routeur

SYMBOL 183 \f "Symbol" \s 10 \h
temps de transit de messages

SYMBOL 183 \f "Symbol" \s 10 \h
taux d'utilisation des ressources locales

Ces paramètres permettent de calculer les coûts de chaque solution.

Lorsqu'un routeur modifie sa table, il prévient ses voisins directs qui a leur tour modifient leur table.

Un routage sans table est possible dans les réseaux avec connexion. La connexion est précédée d'une trame aiguille que chaque routeur renvoie par toutes ses liaisons physiques. Le chemin parcouru est mémorisé dans chaque copie. La première arrivée est supposée avoir trouvé le meilleur chemin et celui-ci est utilisé pour le reste de la connexion.

E. LA COUCHE TRANSPORT

Normalisation ISO 8073

Le service transport rend l'application indépendante des moyens mis en oeuvre, il assure une communication de bout en bout entre deux usagers, avec les caractéristiques souhaitées (débit, coût...) sans erreur ni duplication et l'ordre des données est respecté.

Les adresses utilisées sont des noms logiques.

On peut classer la qualité de la couche réseau (R) en trois types :

SYMBOL 183 \f "Symbol" \s 10 \h
type A : taux acceptable d'erreurs résiduelles.

SYMBOL 183 \f "Symbol" \s 10 \h
type B : taux acceptable d'erreurs non signalées mais taux inacceptable d'erreurs signalées

SYMBOL 183 \f "Symbol" \s 10 \h
type C : taux inacceptable des deux types d'erreurs.

Cinq classes de services sont définies. Comme l'ensemble couche transport + couche réseau doit être fiable, moins il y aura de traitement d'erreur dans la couche transport, plus il faudra lui associer une qualité supérieure de la couche réseau.

SYMBOL 183 \f "Symbol" \s 10 \h
classe 0 : service de connexion simple et segmentation des données. Cette classe a été créée pour les besoins des terminaux TELETEX. Les erreurs résiduelles sont transmises à la couche supérieure sans traitement de la part de la couche transport. (R=type A)

SYMBOL 183 \f "Symbol" \s 10 \h
classe 1 = classe 0 +  reprise sur erreur signalée (R>=type B)

SYMBOL 183 \f "Symbol" \s 10 \h
classe 2 = classe 0 + multiplexage de plusieurs connexions de transport sur une même connexion de réseau et contrôle de flux (R=type A)

SYMBOL 183 \f "Symbol" \s 10 \h
classe 3 = classe 1 + classe 2 (R>=type B)

SYMBOL 183 \f "Symbol" \s 10 \h
classe 4 = classe 3 + reprise sur erreur non signalée (R>=type C)

Les réseaux locaux offrent en général un service transport de classe 4.

L'utilisateur fournit ses messages sous forme de TSDU. La couche transport les transmets fragmentés ou non en ajoutant ses informations de gestions sous forme de TPDU en utilisant les NSDU de la couche réseau.

On distingue les services transports (TSAP), les services réseaux (NSAP) et la qualité du service (QOS).

Le service transport utilise une phase de connexion suivie d'un transfert des données, mais il existe aussi un service transfert d'un message unique sans connexion.

En phase de connexion la couche transport :

SYMBOL 183 \f "Symbol" \s 10 \h
choisit le service de réseau qui répond le mieux aux exigences de l'utilisateur

SYMBOL 183 \f "Symbol" \s 10 \h
décide si plusieurs connexions de transport doivent être multiplexées sur une même connexion de réseau

SYMBOL 183 \f "Symbol" \s 10 \h
détermine la taillle de TPDU optimale

SYMBOL 183 \f "Symbol" \s 10 \h
choisit les fonctions qui devront être opérationnelles quand commencera la phase de transfert de données

SYMBOL 183 \f "Symbol" \s 10 \h
met en correspondance des adresses de transport avec des adresses de réseau

SYMBOL 183 \f "Symbol" \s 10 \h
fournit les moyens de faire la distinction entre deux connexions de transport différentes

SYMBOL 183 \f "Symbol" \s 10 \h
transfert des données utilisateur du service de transport

La connexion peut être libérée à tout moment par l'un des deux intervenants.

En phase de transfert de données, la couche transport dispose d'un arsenal de technique qu'elle a décidé en phase de connexion d'utiliser ou non :

SYMBOL 183 \f "Symbol" \s 10 \h
concaténation/séparation : concaténation de plusieurs TPDU à l'intérieur du même NSDU pour la couche réseau;

SYMBOL 183 \f "Symbol" \s 10 \h
segmentation et réassemblage : éclatement du TPDU en plusieurs NSDU pour la couche réseau

SYMBOL 183 \f "Symbol" \s 10 \h
éclatement et recombinaison : utilisation de plusieurs connexions de réseau;

SYMBOL 183 \f "Symbol" \s 10 \h
contrôle de flux : régulation du flux des TPDU

SYMBOL 183 \f "Symbol" \s 10 \h
identificateur de connexion de transport : moyen pour la distinguer des autres connexions entre les mêmes entité;

SYMBOL 183 \f "Symbol" \s 10 \h
données express : fonction permettant d'éviter le contrôle de flux des TPDU de données. La régulation est assurée par un contrôle de flux séparé;

SYMBOL 183 \f "Symbol" \s 10 \h
délimiteur de TSDU : fonction permettant de déterminer le début et la fin d'une TSDU.

Les transferts transport ne sont pas acquités puisque la liaison est garantie fiable.

1. TP4

La norme concernant le service 4 de la couche transport du modèle OSI s'appelle TP4.

La TPDU a la structure suivante :

SYMBOL 183 \f "Symbol" \s 10 \h
longueur d'entête

SYMBOL 183 \f "Symbol" \s 10 \h
code / CDT 

SYMBOL 183 \f "Symbol" \s 10 \h
référence source

SYMBOL 183 \f "Symbol" \s 10 \h
paramètre impératifs du code

SYMBOL 183 \f "Symbol" \s 10 \h
paramètres optionels

SYMBOL 183 \f "Symbol" \s 10 \h
données 

Chaque paramètre est décris par un code, une longueur et une valeur.

Les types de TPDU sont les suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
demande de connexion,

SYMBOL 183 \f "Symbol" \s 10 \h
confirmation de connexion,

SYMBOL 183 \f "Symbol" \s 10 \h
demande de déconnexion,

SYMBOL 183 \f "Symbol" \s 10 \h
confirmation de déconnexion,

SYMBOL 183 \f "Symbol" \s 10 \h
données,

SYMBOL 183 \f "Symbol" \s 10 \h
données express,

SYMBOL 183 \f "Symbol" \s 10 \h
accusé de réception de données,

SYMBOL 183 \f "Symbol" \s 10 \h
accusé de réception de données express,

SYMBOL 183 \f "Symbol" \s 10 \h
rejet,

SYMBOL 183 \f "Symbol" \s 10 \h
erreur,

SYMBOL 183 \f "Symbol" \s 10 \h
service hors connexion.

Les champs référence source et destination sont des numéros tenus à jour et attribués dynamiquement par chaque station. La combinaison des deux constitue le numéro d'incarnation qui garantit avec un taux de probabilité suffisant l'unicité d'identification de la connexion.

Outre la structure générale les TPDU de données comporte les informations suivantes :

SYMBOL 183 \f "Symbol" \s 10 \h
numéro de TPDU sur 7 bits ou 31 bits + indicateur de fin de TSDU,

SYMBOL 183 \f "Symbol" \s 10 \h
référence destination, allouée dynamiquement

Comme pour la couche réseau, les acquitements ne sont aps attendus, mais les stratégies utilisées entre l'emetteur et le récepteur ne sont pas fixées :

SYMBOL 183 \f "Symbol" \s 10 \h
le récepteur peut ou non mémoriser les messages hors séquence, jusqu'à la ré-émission du message perdu,

SYMBOL 183 \f "Symbol" \s 10 \h
l'émetteur peut recommencer la séquence depuis l'erreur ou se contenter de réemettre le message perdu.

Contrairement à la couche réseau, il n'y a pas d'acquittement négatif, l'emetteur ré-émet automatiquement le message au bout d'un certain temps.

Les techniques doivent restées compatibles, mais les différences peuvent introduire des dégradations des performances dans certaines combinaisons de stratégies. Or celles-ci sont des choix propriétaire.

Pour réguler le flux, le récepteur indique dans ses acquitements le nombre de TPDU qu'il acceptera, et l'emetteur limitera ses envoies sans acquitement à ce nombre.

2. TCP

Ce protocole créé pour le projet 
ARPA, standardisé par le DoD, adopté par les universités et les UNIX constitue un standard de fait antérieur à la norme ISO. Il n'y est pas conforme mais offre des services équivalents.

Associé à IP dont la fiabilité est insuffisante, il est équivalent à TP4 sans toutefois créer de circuit virtuel.

Contrairement à TP4, TCP

SYMBOL 183 \f "Symbol" \s 10 \h
attend la fin des échanges en cours avant de réaliser la fermeture demandée de connexion,

SYMBOL 183 \f "Symbol" \s 10 \h
utilise l'offset en octet du TPDU et non le numéro de séquence,

SYMBOL 183 \f "Symbol" \s 10 \h
peut mélanger des commandes, des données et des acquitements dans le même paquet.

SYMBOL 183 \f "Symbol" \s 10 \h
peut reçevoir les données TSDU par morceau et non en bloc complet. La livraison peut être forcée (PSH).

Dans TCP on appel socket la concaténation d'une adresse globale inter-réseau et d'une porte locale. Deux primitives permettent à l'utilisateur d'indiquer qu'il se met en attente sur le réseau sur une socket en précisant ou non l'adresse attendue.

format des segments TCP :

SYMBOL 183 \f "Symbol" \s 10 \h
Port source (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
Port destination

SYMBOL 183 \f "Symbol" \s 10 \h
Numéro de séquence (4 octets) en octets initialisé de façon aléatoire

SYMBOL 183 \f "Symbol" \s 10 \h
Numéro de séquence acquitté (prochain octet attendu)

SYMBOL 183 \f "Symbol" \s 10 \h
Taille en double mots de l'entête

SYMBOL 183 \f "Symbol" \s 10 \h
combinaison de type de trame SYN, ACQ, URG, PSH, RST, FIN

SYMBOL 183 \f "Symbol" \s 10 \h
fenêtre : nb d'octets acceptables par le récepteur

SYMBOL 183 \f "Symbol" \s 10 \h
checksum (2 octets) 

SYMBOL 183 \f "Symbol" \s 10 \h
pointeur sur la fin des octets urgents (ssi URG)

SYMBOL 183 \f "Symbol" \s 10 \h
options (4 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
données

3. service à datagramme UDP

UDP est un service standardisé DoD au dessus de IP sans connexion, sans garantie de bon port, sans découpage ni regroupement.

Son format est limité :

SYMBOL 183 \f "Symbol" \s 10 \h
Port source (2 octets)

SYMBOL 183 \f "Symbol" \s 10 \h
Port destination

SYMBOL 183 \f "Symbol" \s 10 \h
taille totale

SYMBOL 183 \f "Symbol" \s 10 \h
checksum entête

SYMBOL 183 \f "Symbol" \s 10 \h
données

4. services de transport temps réel

Certains points de l'ISO sont incompatibles avec le temps réel :

SYMBOL 183 \f "Symbol" \s 10 \h
la redondance n'est pas utilisée;

SYMBOL 183 \f "Symbol" \s 10 \h
en cas de saturation, les anciens messages sont privilégiés par rapport aux nouveaux;

SYMBOL 183 \f "Symbol" \s 10 \h
il n'y a pas de connexion multi-points. 

La norme militaire française GAM-T-103 est un exemple de couche transport plus orienté vers le temps réel.

F. LA COUCHE SESSION

(Normes ISO 8326, ISO 8327, CCTTT X215, CCTTT X225)

Cette couche n'utilise que les services connecté de la couche transport réputée fiable. Elle permet de synchroniser et structurer le dialogue entre deux applications.

Services de la couche session :

SYMBOL 183 \f "Symbol" \s 10 \h
établissement de la connexion avec l'utilisateur distant, échange de données ordonnées et libération normale de la connexion;

SYMBOL 183 \f "Symbol" \s 10 \h
négociation des jetons;

SYMBOL 183 \f "Symbol" \s 10 \h
établissement de points de synchronisation; Ces points permettent de reprendre le dialogue en cas d'erreur depuis le point de connexion;

SYMBOL 183 \f "Symbol" \s 10 \h
interruption d'un dialogue et relance ultérieure en un endroit prédéfini.

Un jeton donne l'accès exclusif aux services associés :

SYMBOL 183 \f "Symbol" \s 10 \h
jeton de données,

SYMBOL 183 \f "Symbol" \s 10 \h
jeton de terminaison,

SYMBOL 183 \f "Symbol" \s 10 \h
jeton de synchronisation mineure (confirmation non attendue),

SYMBOL 183 \f "Symbol" \s 10 \h
jeton de synchronisation majeure (confirmation attendue) et gestion d'activité.

L'absence de jeton autorise les accès simultanés. Le jeton de synchronisation majeure sépare la connexion en dialogues; Une activité est un ensemble de dialogues.

Les jetons peuvent être demandés, mais il ne peuvent être donnés que par leur propriétaire.

La couche session est composée d'unités fonctionnelles.

SYMBOL 183 \f "Symbol" \s 10 \h
le noyau : service minimal de connexion et transfert.

SYMBOL 183 \f "Symbol" \s 10 \h
transfert de données

SYMBOL 183 \f "Symbol" \s 5 \h
duplex

SYMBOL 183 \f "Symbol" \s 5 \h
half duplex, sens du transfert contrôlé par un jeton de donnée

SYMBOL 183 \f "Symbol" \s 5 \h
donnée express transmise en urgence sans séquencement mais de taille limitée à 14 octets

SYMBOL 183 \f "Symbol" \s 5 \h
données à capabilité : transfert en dehors des activités, pour le possesseur des jetons de synchronisation et de donnée. (taille limitée à 512 octets)

SYMBOL 183 \f "Symbol" \s 5 \h
données typées : données échangées sans jeton, en pratique exploitées par les couches supérieures jamais par l'utilisateur

SYMBOL 183 \f "Symbol" \s 10 \h
synchronisation : ces points de synchronisation permettent un retour en arrière dans la numérotation, permettant de reprendre les échanges à ce point antérieur.

SYMBOL 183 \f "Symbol" \s 10 \h
activité : une activité peut se dérouler sur plusieurs connexions successives.

G. LA COUCHE PRESENTATION

(norme ISO DP8822 et ISO DP8823)

Cette couche a pour charge de présenter les données échangées de la même manière des deux cotés de la connexion. La courche présentation n'apporte pas de nouveaux services de communication ou de synchronisation.

La présentation réalise deux fonctions pour ses utilisateurs :

SYMBOL 183 \f "Symbol" \s 10 \h
la négociation d'une syntaxe de transfert,

SYMBOL 183 \f "Symbol" \s 10 \h
la tranformation des données utilisateurs source dans la syntaxe de transfert et réciproquement la livraison des donsnées transformées de la syntaxe de transfert dans la syntaxe utilisateur destination.

La négociation produit la cration de contexte de présentation dans chaque entité participant à la connexion.

La description des formats de données répond à ASN1 (Abstract Syntax Notation One), recommandations X409 du CCIT.

Les types prédéfinis dans ASN1 sont boolean, integer, bitstring, octetstring, null, séquence, séquenceof, set, setof, choice, selection, tagged, any, objectideentified, charactersetstring, useful.

H. LA COUCHE APPLICATION

Le niveau application n'est pas une couche foncctionnelle du modèle OSI. Elle offre le cadre d'accueil aux tâches qui ont besoin de communiquer. Il s'agit donc de l'interface offerte aux utilisateurs avec le système de coommunication.

La couche application permet d'établir des liens entre les différentes tâches (AP) qui composent une application répartie sur différents sites. 

On appel ASE (Application Specific Element), un ensemble de fonctionnalités spécifiques d'un domaine d'activité. 

Le sous-ensemble CASE (Common Application Service Element) comporte les fonctionnalités minimum permettant l'association de tâches :

SYMBOL 183 \f "Symbol" \s 10 \h
sur des machines de constructeurs différents,

SYMBOL 183 \f "Symbol" \s 10 \h
sous des systèmes d'exécution différents,

SYMBOL 183 \f "Symbol" \s 10 \h
dont la complexité est différente,

SYMBOL 183 \f "Symbol" \s 10 \h
de génération différente.

Les autres ASE sont des SASE (Specific Access Service Element)

On retrouve des unités fonctionnelles similaires à celles des couches sessions et présentation dans CASE.

Seule la norme DIS 8650 définit actuellement l'ASE minimum nécessaire pour contrôler l'association de deux tâches, l'ACSE (Association Control Service Element).

III. LES PRODUITS RESEAUX

A. SNA IBM

(Système Network Architecture)

Présenté en 74, il incorpore l'anneau à jeton en 85.

SNA utilise 2 produits :

SYMBOL 183 \f "Symbol" \s 10 \h
VTAM Virtual Telecommunications Access Method : gestion des ressources du réseau

SYMBOL 183 \f "Symbol" \s 10 \h
NCP Network Control Program : logiciel implanté sur les contrôleurs de communication.

Le modèle IBM est le suivant :

SYMBOL 183 \f "Symbol" \s 10 \h
Transaction Processing : Application

SYMBOL 183 \f "Symbol" \s 10 \h
Advance Program to Program Communication : Présentation

SYMBOL 183 \f "Symbol" \s 10 \h
Logical Unit 6.2 : Session+transport

SYMBOL 183 \f "Symbol" \s 10 \h
Physical Unit 2.1 : Réseau

SYMBOL 183 \f "Symbol" \s 10 \h
Anneau à jeton : Liaison+Physique

SNA se décline en plusieurs versions :

SYMBOL 183 \f "Symbol" \s 10 \h
SNA hiérarchique pour les gros réseaux, composé de :

SYMBOL 183 \f "Symbol" \s 5 \h
System Service Control Point) gérant les ressource et ouvrant et fermant les connexions,

SYMBOL 183 \f "Symbol" \s 5 \h
PU 2.0 gestion des LU terminales

SYMBOL 183 \f "Symbol" \s 5 \h
LU point d'accès terminal ou application

SYMBOL 183 \f "Symbol" \s 10 \h
réseau orienté communcation d'égal à égal composé de :

SYMBOL 183 \f "Symbol" \s 5 \h
PU 2.1 qui savent communiquer avec les autres PU.

SYMBOL 183 \f "Symbol" \s 5 \h
LU 6.2 qui savent également communiquer avec les PU

SYMBOL 183 \f "Symbol" \s 10 \h
version DOS simplifiée NETBIOS avec seulement un sous-ensemble des fonctions APPC.

SYMBOL 183 \f "Symbol" \s 10 \h
versions d'émulation NETBIOS. Ces versions permettent aux applications de pouvoir travailler avec n'importe quelle émulateur. Mais deux PC équipés d'émulateurs de marque différentes ne pourront pas dialoguer.

B. DEC NET

Quoique encore non conforme au modèle ISO, son modèle est très similaire à celui de l'ISO :

SYMBOL 183 \f "Symbol" \s 10 \h
application

SYMBOL 183 \f "Symbol" \s 10 \h
présentation 

SYMBOL 183 \f "Symbol" \s 10 \h
session NSP

SYMBOL 183 \f "Symbol" \s 10 \h
End communication NSP : Transport

SYMBOL 183 \f "Symbol" \s 10 \h
Routing : réseau

SYMBOL 183 \f "Symbol" \s 10 \h
Data Link : Liaison

SYMBOL 183 \f "Symbol" \s 10 \h
X25, 802.3,CI... : Physique

et NICE pour l'administration.

Caractéristique de DEC NET :

SYMBOL 183 \f "Symbol" \s 10 \h
au maximum, 63 zones de 1023 noeuds,

SYMBOL 183 \f "Symbol" \s 10 \h
Surtout Ethernet 10 BAS 2 mais aussi "token-bus" et pour les générations futures FDDI,

SYMBOL 183 \f "Symbol" \s 10 \h
routage adaptatif,

SYMBOL 183 \f "Symbol" \s 10 \h
la couche transport a les mêmes fonctionnalités que dans le modèle ISO

SYMBOL 183 \f "Symbol" \s 10 \h
la couche présentation permet à l'utilisateur de définir ses formats autres que ceux fournis en standard par DEC :

SYMBOL 183 \f "Symbol" \s 5 \h
DAP : Data Access Protocol : définition de l'interface d'accès à des fichiers en réseau à travers des systèmes d'exploitation hétérogènes

SYMBOL 183 \f "Symbol" \s 5 \h
CTERM : Command Virtual protocols permet le "login" sur d'autres sites du réseau DECNet à travers NVTF : Network Virtual Terminal Facility

SYMBOL 183 \f "Symbol" \s 10 \h
applications incluses nombreuses : accès au fichiers distants, phone, courrier électronique, partage de ressources, téléchargement, communications entre tâches.

SYMBOL 183 \f "Symbol" \s 10 \h
la couche application permet un accès court (1 octet) pour les services standard, et symbolique long pour les services définis par les applications utilisatrices.

SYMBOL 183 \f "Symbol" \s 10 \h
communications transparentes entre tâche via le système d'entrée-sortie standard (open / read / write / close) en indiquant sur l'open la tâche appelée (emission) ou le périphérique réseau (réception)

SYMBOL 183 \f "Symbol" \s 10 \h
communications non transparentes permettant un contrôle fin :

SYMBOL 183 \f "Symbol" \s 5 \h
filtrage des demandeurs,

SYMBOL 183 \f "Symbol" \s 5 \h
négocier la connexion,

SYMBOL 183 \f "Symbol" \s 5 \h
traiter plusieurs connexions,

SYMBOL 183 \f "Symbol" \s 5 \h
utiliser un canal de messages urgents

L'administration DECNet est réalisée par ces outils :

SYMBOL 183 \f "Symbol" \s 10 \h
Network Control Program, outil interactif de visualisation et de paramétrage,

SYMBOL 183 \f "Symbol" \s 10 \h
Configuration File Editor pour modifier les tables des noeuds,

SYMBOL 183 \f "Symbol" \s 10 \h
EVent Logger : historiques des événements.

SYMBOL 183 \f "Symbol" \s 10 \h
MONITEUR : outil d'affichage des statistiques

Sous DECNet il est possible d'accéder aux fichiers de n'importe quel disque distant pourvu que les droits l'y autorise en préfixant le nom local (nom disque + chemin + non fichier) par le point d'accès réseau + '::'.

Lors de l'utilisation d'un fichier distant, il y a coopération entre les systèmes de fichiers en utilisant un ensemble de règles Data Access Protocol permettant de :

SYMBOL 183 \f "Symbol" \s 10 \h
supporter plusieurs types de systèmes d'exploitation,

SYMBOL 183 \f "Symbol" \s 10 \h
lire ou écrire un fichier sur un périphérique distant,

SYMBOL 183 \f "Symbol" \s 10 \h
transférer des fichiers entre deux sites,

SYMBOL 183 \f "Symbol" \s 10 \h
permettre de créer et détruire des fichiers à distance,

SYMBOL 183 \f "Symbol" \s 10 \h
soumettre et exécuter des commandes à distance.

C. UNIX

En évoluant UNIX s'est enrichit de fonctions réseaux. La version BSD 4.3 en était la version la plus complète avant qu'UNIX SYSTEM V.4 et OSF ne fassent la synthèse des versions antérieures.

Les composants existants sous UNIX sont très nombreux

SYMBOL 183 \f "Symbol" \s 10 \h
application NFS, FTP, Telnet, DNS, SMTP

SYMBOL 183 \f "Symbol" \s 10 \h
présentation eXternal Data Representation  

SYMBOL 183 \f "Symbol" \s 10 \h
session Remote Procedure Call

SYMBOL 183 \f "Symbol" \s 10 \h
TCP(IP), UDP(IP), TP4
 : Transport

SYMBOL 183 \f "Symbol" \s 10 \h
Réseau

SYMBOL 183 \f "Symbol" \s 5 \h
IP composant principal

SYMBOL 183 \f "Symbol" \s 5 \h
ICMP Internaltion Control Message Protocol, gestion des erreurs et communications d'informations de routage, associé à IP

SYMBOL 183 \f "Symbol" \s 5 \h
ARP Address Resolution Protocol permet d'obtenir l'adresse MAC à partir de l'adresse internet

SYMBOL 183 \f "Symbol" \s 5 \h
RARP Reverse Address Resolution Protocol, fonction inverse de ARP 

SYMBOL 183 \f "Symbol" \s 10 \h
Liaison

SYMBOL 183 \f "Symbol" \s 10 \h
X25, 802.3,  CI... : Physique

1. TCP/IP

La communication TCP/IP suppose la connaissance des numéros de portes associées aux services. Ceux-ci sont décrits dans le fichier /etc/services, mais les serveurs classiques UNIX (ex FTP) ont toujours les mêmes numéros par convention.

La communication sous UNIX est réalisée comme un accès fichier, seul la phase d'ouverture differt. Elle utilise la notion de socket.

Client et serveur doivent d'abord réserver un descripteur socket en indiquant la famille de protocole (Internet, XNS, liaison...), le type dans la famille (datagrammes ou connexion), la version à utiliser.

Ceux qui ont besoin de recevoir des messages (au minimum le serveur) vont y enregistrer leur adresse (requête bind avec adresse du site et nom du processus) 

Le client initialise son socket en indiquant l'adresse du site et le nom du processus visé (requête connect).

En mode connexion, le serveur indique le nombre de connexions simultanées acceptée (Listen, file d'attente) et reçoit les sockets des demandeurs (Accept). Les primitives d'entrées-sorties sont les primitives standards read/write. La fermeture est réalisée par close.

En mode non connecté, chacun reçoit par recvfrom et emet par sendto.

2. RPC

(Remote Procedure Call)

Ce module sous UNIX permet d'appeller une fonction sur un système distant en lui passant des paramètres et en récupérant les arguments retour.

Chaque constructeur a fait des choix différents en ce qui concerne les formats de transfert en fonction du type (booléen, entier 8/16/32/64, ordre des octets, flottant simple/double, caractère ascii/16bits, énumération, structure, tableau, tableau N dimensions)

Il y a donc incompatibilité entre les trois principale définitions (SUN/XEROX/APOLLO).

Le programmeur écrit un fichier de spécification RPC. L'utilitaire rpcgen génère un fichier source à linker avec l'application serveur, un fichier source à linker avec l'application cliente, et un fichier <.h> à référencer dans les sources client et serveur.

Seul le programme client utilise des descripteurs (CLIENT) et appels particuliers (clnt_create / clnt_destroy) pour entourer la zone d'appel des fonctions distantes.

3. NFS

(Network File System)

NFS pertmet à un utilisateur situé sur une machine connectée au réseau d'accéder à des fichiers distants de manière transparente.

Créé par SUN, NFS n'est pas limité à UNIX (DOS / VMS) mais il lui est souvent associé. 

NFS est construit au dessus de XDR/RPC/UDP/IP.

Unix traite les appels fichiers à travers le Virtual File Système, qui, lorsqu'il a à traiter des disques distants utilise NFS qui utilise les RPC et XDR pour y accéder.

Sous UNIX, la commande MOUNT permet d'accrocher n'importe quel sous-arbre du disque distant à un point de l'arborescence du disque local.

4. FTP

Le Protocole de Transfert de Fichiers FTP (Mil Std 1780) permet le transfert de fichier. Il utilise TCP et nécessite la présence d'un FTP serveur sur la machine distante. Le FTP client est un programme interactif permettant les transferts dans les deux sens.

Une version réduite (TrivialFTP) est utilisée par les clients en phase de démarrage (station sans disque, terminaux X).

5. Telnet

Ce protocole offre une méthode standard de mise en connexion entre terminaux et processus orientés-terminaux. Il utilise les connexions TCP et les notions de :

SYMBOL 183 \f "Symbol" \s 10 \h
Network Virtual Terminal

SYMBOL 183 \f "Symbol" \s 10 \h
négociation d'options (jeu de caractère, écho, ...)

6. NetBios

Comme NetBios n'est qu'une extension de DOS spécifiant des appels systèmes mais pas leur implémentation, il existe des versions NetBios basées sur TCP/IP.

7. DNS

(Domain Name Service)

Ce service permet une traduction entre le nom et l'adresse IP. Le système est constitué d'une hiérarchie de domaines et de sous-domaines. Le nom est constitué de plusieurs champs. Chaque champs correspond à un niveau hiérarchique et peut être administré par une base décentralisée en ignorant les champs suivants.

8. SMTP

(Simple Mail Transport Protocol)

D. LES RESEAUX PC

Les grands réseaux coûtent au moins 6000 frs par poste, aussi existe-t-il encore des solutions plus réduites qui permettent d'interconnecter quelques postes. 

1. LES PETITS RESEAUX PC

La pluspart des petits réseaux PC sont basés sur NETBIOS. N'importe quel PC peut servir de serveur disque ou imprimante, et le PC serveur travail sous DOS sur des partitions DOS. Ils cohabitent avec des versions réduites ou anciennes des grands réseaux.

Le prix du logiciel commence à 10000 frs pour dix postes plus 3000 à 5000 frs de matériel par poste.

SYMBOL 183 \f "Symbol" \s 10 \h
LANtastic 6.0 Produit Artisoft distribué par Kortex

· vitesse 2 Mo/s (propriétaire) ou 10 Mo/s,

· occupation mémoire minime,

· carte coupleur à prise ronde 9 broches.

· client NOVELL, Windows for workgroups, LAN MANAGER

· prix 350->850 frs suivant les quantités

SYMBOL 183 \f "Symbol" \s 10 \h
Invisible Software

SYMBOL 183 \f "Symbol" \s 5 \h
vitesse de 1.8 à 3 Mo/s.

SYMBOL 183 \f "Symbol" \s 5 \h
utilisation de la mémoire EMS 3ko/13ko de mémoire conventionnelle (client/serveur)

SYMBOL 183 \f "Symbol" \s 5 \h
existance de versions ethernet et compatible netware

SYMBOL 183 \f "Symbol" \s 10 \h
TOPS produite mixte PC/MAC

SYMBOL 183 \f "Symbol" \s 10 \h
ELS Novell sous-ensemble bridé de NetWare

SYMBOL 183 \f "Symbol" \s 10 \h
EtherSeries de 3COM

SYMBOL 183 \f "Symbol" \s 10 \h
MainLan EDN 10 Mbits/s 

SYMBOL 183 \f "Symbol" \s 10 \h
KxTalk Kortex 10 Mbits/s

SYMBOL 183 \f "Symbol" \s 10 \h
10Net, rapide (cache) mais gourmand

SYMBOL 183 \f "Symbol" \s 10 \h
Personal Netware NOVELL, version DOS simplifiée pour 25 postes (licence 1000 F/poste)

SYMBOL 183 \f "Symbol" \s 10 \h
Serveur PACK MICROSOFT (20000F)

2. NOVELL

Netware de NOVELL est compatible de nombreuse cartes et systèmes d'exploitation :

SYMBOL 183 \f "Symbol" \s 10 \h
version 4.0 fédération de réseaux, annuaire, tolérance de panne SFT3, base de données distribuées

SYMBOL 183 \f "Symbol" \s 10 \h
version 3.11, système d'exploitation propriétaire

SYMBOL 183 \f "Symbol" \s 10 \h
représente 72% du marché

SYMBOL 183 \f "Symbol" \s 10 \h
Ethernet, ArcNet, Token Ring

SYMBOL 183 \f "Symbol" \s 10 \h
passerelles SNA, TCP-IP

SYMBOL 183 \f "Symbol" \s 10 \h
performances (mémoire cache)

SYMBOL 183 \f "Symbol" \s 10 \h
complexe d'installation

SYMBOL 183 \f "Symbol" \s 10 \h
stations typées en serveurs et clients

SYMBOL 183 \f "Symbol" \s 10 \h
fonctions de sécurité très fines

SYMBOL 183 \f "Symbol" \s 10 \h
installation complexe

· ODLI (Open Data Link Interface): spécification de driver introduite par Novell dans le monde micro permettant à plusieurs piles de protocoles (telles que TCP/IP ou APPLE TALK) de tourner concurremment avec IPX.

3. LAN MANAGER

C'est un sur-ensemble de LAN MANAGER de MICROSOFT

SYMBOL 183 \f "Symbol" \s 10 \h
version 2.1 bâtie sur OS2 1.3

SYMBOL 183 \f "Symbol" \s 10 \h
représente 8% du marché

SYMBOL 183 \f "Symbol" \s 10 \h
Named Pipes (API plus rapide que NETBIOS), TCP-IP, OSI,, NetBeui(variante de NetBios),

SYMBOL 183 \f "Symbol" \s 10 \h
version existante sur UNIX V.4 d'HP,

SYMBOL 183 \f "Symbol" \s 10 \h
LAN server, variante d'IBM,

SYMBOL 183 \f "Symbol" \s 10 \h
stations banalisées à la fois serveur et cliente,

SYMBOL 183 \f "Symbol" \s 10 \h
fonctions de sécurité,

SYMBOL 183 \f "Symbol" \s 10 \h
installation sophistiquée. 

· NDIS (Network Driver Interface Specification) : spécifications d'interface réseau, dévelopée par Microsoft et 3Com. Elle fournit un driver standard sous Dos ou OS/2 pour les utilisateurs du gestionnaire Lan Manager. Elle permet à plusieurs piles de protocoles d'utiliser la même interface couleur, la seule limite étant la mémoire disponible.

4. BANYAN

Ce système de VINES basé sur un serveur UNIX 

SYMBOL 183 \f "Symbol" \s 10 \h
versions 4.11 (homogène) et 5.0 (hétérogène) incompatibles,

SYMBOL 183 \f "Symbol" \s 10 \h
assez lent,

SYMBOL 183 \f "Symbol" \s 10 \h
bonne messagerie,

SYMBOL 183 \f "Symbol" \s 10 \h
Netbios,

SYMBOL 183 \f "Symbol" \s 10 \h
installation simple,

SYMBOL 183 \f "Symbol" \s 10 \h
identification des utilisateurs et des ressources par service,
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� Ceci nécessite une taille minimale de la trame, obtenue par ajout d'octets de bourrage (padding).


� CRCD au lieu de BEB


� équivalent au protocole LAP B d'X25


� 81=ISO 8473 00=pas de couche réseau


� ssi identificateur<>0


� N*500ms, chaque routeur décrémente et verifit cette durée pour abandonner les messages trop vieux


� en cours d'intégration, mais le produit TP4 aura du mal à percer face au parc installé TCP
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